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Connect to Internet , Prep for Meetings 

11:00 - 11:25 pm 

  ROOM # 301 

PACC  BOD  Meeting  
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CoolReader 
 

CoolReader is fast and small cross-platform XML/CSS based E-Book 

reader for desktops and handheld devices. Supported formats: FB2, 

TXT, RTF, DOC, TCR, HTML, EPUB, CHM, PDB, MOBI. Plat-

forms: Win32, Linux, Android. Ported on some eInk based devices.  

Reviews from sourceforge.com website: 

By   idenm 

My absolutely favorite reader! Running on all my computers, tablets 

(Continued on page 2) 



2 

and mobiles (almost) without any problems. What i love most is that one 

can adjust the colors and page style the way one likes, and of course 

reading all these various formats - makes life so much easier! Thanks a 

lot for the excellent software! 

 

By     ilanmimouni 

i am using this app on my Galaxy III for about a year now. FYI i have 

been reading on electronic format for 15 years plus' so i have a lot of 

experience. this app is easy to use & is quite configurable. the way i 

have configured it is white script on black background, in an OLED 

device it is the configuration that uses the less energy. i can read for 

about 9 hours on a single charge! the only problem i have is that somme 

times the app closes inxpectantly & loses the page you are at. it would 

be great for the developer to set the page you are reading to update auto-

maticaly every 5 to 10 pages, for example. Other than that, it is peachy.  

 

Get this software from  

http://sourceforge.net/projects/crengine/?source=directory 

 

8,593 KB   -    cr3-newui-opengl-win32-qt-static-angle-3.3.23.zip 

 

 

 

 

SystemRescueCd is a Linux system rescue disk available as a 

bootable CD-ROM or USB stick for administrating or repairing your 

system and data after a crash. It aims to provide an easy way to carry out 

admin tasks on your computer, such as creating and editing the hard disk 

partitions.  

 

It comes with a lot of software such as disk management tools (parted, 

partimage, fsarchiver, filesystem tools, ...), network administration pro-

grams and simple text editors . It can be used for both Linux and win-

dows computers, and on desktops as well as servers.  

 

This rescue system requires no installation as it can be booted from a 

CD/DVD drive, and USB stick, or from the network using PXE. But it 

can be installed on the hard disk if you wish. It comes with up to date 

kernels to provide support for recent hardware and also for all important 

file systems (ext2/ext3/ext4, xfs, btrfs, ntfs, reiserfs, vfat), as well as 

network filesystems (samba and nfs).  

 

Get the ISO file at:  

http://sourceforge.net/projects/systemrescuecd/?source=dlp 

and burn it to CD.  

(Continued from page 1) antiX 
 

Just another nifty Linux distribution to rejuvenate older computers! 

 

From http://distrowatch.com/table.php?distribution=antix 

This is an ISO file:  MX-14.2-pae.iso It needs to be burned to CD.  

The size is 715,776 KB 

 

ñantiX is a fast, lightweight and easy-to-install Linux live CD distribu-

tion based on Debian's "Testing" branch for x86 compatible systems. 

antiX offers users the "antiX Magic" in an environment suitable for old 

computers. The goal of antiX is to provide a light, but fully functional 

and flexible free operating system for both newcomers and experienced 

users of Linux. It should run on most computers, ranging from 64 MB 

old PII 266 systems with pre-configured 128 MB swap to the latest pow-

erful boxes. 128 MB RAM is recommended minimum for antiX. The 

installer needs minimum 2.2 GB hard disk size. antiX can also be used 

as a fast-booting rescue CD.   

 

By cr01 

Surprisingly easy to install via USB - download the .iso, write it to a 

USB key with Rufus.exe under WinXP (or equivalent under Linux I 

guess), boot from USB and install from the running system to the hard 

drive. The install includes Gparted and Grub for repartitioning and dual-

booting if required. Lightweight and quick, but wireless support could 

be improved (it takes a bit of sorting out). 

 

the end of the story 
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the end of the story 

 

Live CD-ROMs 
By Dick Maybach, Member,  

Brookdale Computer Usersô Group, NJ 

December 2013 issue, BUG Bytes 

www.bcug.com      n2nd (at) att.net 

 

A live CD-ROM contains all the files normally stored on a computer's 

hard disk and when booted acts exactly the same as a hard disk, except 

of course that it can't store data. Although these media are normally 

called ñlive CD-ROMs,ò because they were available first, DVD-

ROMs and USB memory sticks now can fulfill the same role. The 

hard disk plays no part when the PC boots from such a medium, and 

your PC will run fine even when its hard disk is malfunctioning or 

even absent. Moreover, the system leaves no traces on the PC of any-

thing that occurred while it was running. However, the PC's hard disk 

is available as a storage medium, and, if it is operable, you can read 

from and write to it if you wish. Likewise, all the peripherals and ports 

are available; for example, you usually can access networks, including 

the Internet, use any USB devices, and do printing.  

 

There are several applications for live CD-ROMs:  

¶ trial or installation of a new operating system,  

¶ file system repair, backup, and restore, file recovery from cor-
rupted hard disks, running diagnostics, disk cloning, and cleanup 

of malware, such as viruses and root kits,  

¶ anonymous Internet browsing, and  

¶ temporarily using other computers without risking making un-
wanted changes to them or leaving your passwords. 

 

The overwhelming majority of portable operating system are based on 

Linux, as both Microsoft and Apple require a separate purchase for 

each computer, and transferring one of their operating systems among 

several computers violates their terms of service. There are a few 

based on DOS, but they are quite limited compared to their Linux 

counterparts. 
 

Live CD-ROMs are most often available in the form of ISO images. 

These aren't files; instead they are bit-for-bit copies of the contents of 

a CD-ROM or DVD-ROM. Many media burners can write these; if 

yours can't, make an Internet search for ñiso image burnersò to find a 

suitable application. You may prefer to use a live memory stick which 

is faster, more convenient to carry, and can also store data. If so, I 

recommend the free program unetbootin, which converts an iso image 

to a suitable form and writes it to a stick. It's available for Linux, OS 

X, and Windows. Finally, if you have virtualization software, such as 

Oracle's VirtualBox, you can boot directly from the iso image file 

without burning anything. 
 

To use a portable operating system, a computer must be configured so 

that it checks its CD-ROM drive and USB ports for bootable media 

before it checks the hard disk. Most computers check for CD- and 

DVD-ROMs, but you may have to set up your ROM BIOS to check 

for bootable USB memory sticks. Owners of new machines will also 

have to disable the safe boot feature on Macs and secure boot on PCs. 

Secure boot is a new ñfeatureò of PCs that prevents software from 

running unless it has been approved by Microsoft. You should be able 

to disable it, but not all PCs allow this. It will make running live CDs 

more difficult, and may prevent them from running on some machines 

altogether. Finally, the use of live CDs on Macs can be problematic; 

you may have to do some reconfiguration or even replace your wire-

less keyboard and mouse, as these can have proprietary drivers. 
 

Using a live CD-ROM to try out Linux on a Mac or PC is a common 

application, but a Windows installation disk is also an example, alt-

hough it's limited to installing and repairing Windows. Regardless of 

what is on the hard disk, your computer will boot the live CD-ROM 

system; the hard disk has nothing to say about this. So long as you 

don't write to the hard disk, you can do whatever you like without 

affecting the installed system, which won't even know a session has 

taken place. CD- and DVD-ROMs and even memory sticks are much 

slower than hard disks, so don't expect speed. Aside from this, opera-

tion should be the same as though the system on the live CD-ROM 

were installed on your hard disk. If you have enough RAM, some light 

versions of Linux will transfer themselves to a RAM-disk, and these 

will be quite fast. 
 

There are far too many portable operating systems to cover in this 

short article; see https://en.wikipedia.org/wiki/List_of_live_CDs for 

very brief descriptions of many of them. Instead, I'll introduce some 

examples that you can use as starting points for the applications listed 

above. 
 

Trying out a new operating system 
 

Which operating system you try out depends on the age of your hard-

ware. (The critical feature that older computers lack is Physical Ad-

dress Extension or PAE.) If your PC is modern enough to run Win-

dows Vista or later, you should consider Ubuntu (840 Mbytes) or 

Linux Mint (960 Mbytes). (See the following two screen-shots.) Both 

have complete office suites and all the other applications you are used 

to, and both have full-service user interfaces with more bling available 

than you really need.  

(Continued on page 4) 
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If your hardware dates from the XP era, it may lack PAE or a modern 

display controller and you'll have to be more careful. Something like 

Xubuntu (840 Mbytes) runs fine on older machines, but includes all 

the modern Linux applications found in the top-of-the line systems. 

However, its user interface is more Spartan. 
 

Diagnostic and Repair 
 

For hardware and software maintenance and repair, I prefer Parted 

Magic (327 Mbytes), which I discussed in my April, June, July, and 

August 2012 articles, available at http://www.bcug.com. (See the 

screen-shot below.) The standard version of Parted Magic requires 

PAE; for computers without this, look the version with ñ586ò in its iso 

filename. Unfortunately this valuable tool is no longer free, but its $5 

cost is quite reasonable, and your can still find an older free version 

with a little searching. You may prefer SystemRescueCD, which also 

has a good reputation and is still free. 

I haven't found DOS and Windows portable systems, such as Ultimate 

Boot CD or BartPE, to be effective. There are also some specialized 

tools, such as Network Security Toolkit and BackTrack, for penetra-

tion testing, i.e., computer and network hacking, but they require sub-

stantial expertise and are interesting only to network professionals. 
 

Anonymous Browsing 
 

For anonymous Internet browsing consider Tails (897 Mbytes). (See 

the screen-shot below.) You would use this for doing Internet banking 

(Continued from page 3) 
 

from an insecure location, such as at a wireless hot spot or while using 

a borrowed computer. (It also provides added security when doing on-

line banking from home.) It hides your IP address, encrypts all your 

communications, and leaves no traces (such as passwords) on the host 

computer. Because all its files are read-only, it can't be infected with 

malware, no matter how careless you are on line. If you operate Tails 

from a USB memory stick, you can create an encrypted directory on it 

to securely move files, so if you lose the stick, the finder can't access 

your data. It does not require PAE and so should run on almost any 

PC. 

Portable Computing. 
 

If you aren't concerned about security, but just want the convenience of 

having a familiar environment on a friend's computer, consider Puppy 

Linux (173 Mbytes). It provides only the basics, but probably every-

thing you need. (See the screen-shot below.) Like Tails, if you use a 

live memory stick, you can create a partition on it to store your files, 

but they won't be encrypted, so don't lose the stick. 
 

Damn Small Linux (52 Mbytes) and Tiny Core Linux (15 Mbytes) are 

even smaller, but of course they provide more modest capabilities. 
 

I've introduced only a few of the hundreds of available live operating 

systems and suggested only a few uses. If none of them suit your 

needs, check the Internet. 

                                                                                        Dick Maybach 

 

 

 

 

 

Member to Member Tip 

HAL-PC, Texas 

www.hal-pc.com 

 

Free-Software ALERT 

 

A new software contrivance was discussed at the Build-or-Buy SIG on 

Wednesday, January 22. Previously, when free software was offered, 

one was frequently referred directly to the programmer's website. In 

more recent times, one would notice that the desired software was 

accompanied by boxes to select additional software to download and 

install. At least you had a chance not to download the add-ons.  

 

Then came the "installers." Here you couldnôt directly access the de-

sired software, but had to be subjected to advertisements and also 

other software you were virtually trapped into downloading in order to 

get to the free software that you wanted. CNET is infamous for this. 

Some of this unwanted software is almost as bad as viruses, Trojans, 

(Continued on page 5) 

the end of the story 
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and worms. The most common "additives" include taskbars, driver 

updates, and performance improvers. It can be extremely pervasive.   

 

Joe Whinery, a Co-Chair of the Build or Buy SIG, along with Gill 

Boyd, discussed a process to counter this: 

 

Always check the download order to uncheck any unwanted software. 

Look for "boxes." 

To install, select Custom instead of "Default" or "Automatic" or 

"Recommended" when downloading, so you can select what is to be 

downloaded.  

Read each screen of the install operation.  

Look for a "Decline" option (which may appear to be grayed out, but 

is functional).   

Decline these options.         

When the download is complete, Install, but DO NOT RUN the down-

loaded software, instead: Go to Control Panel, then Add/Remove Pro-

grams (Programs and Features in Win7 and 8).   

Then SORT by date. 

Examine the listing for the software that you WANTED. If there is 

anything else with the same date/time that you did not intentionally 

install, delete it. 

 

Now you can safely run your desired program. This may seem like a 

chore but it is much easier than trying to undo something that infiltrat-

ed your machine. 

 

 

 

 

The Mac Corner 
By Danny Uff, Lehigh Valley Computer Group, Pennsylvania 

November/December 2013 issues, The LVCG Journal 

www.lvcg.org 

danny.uff (at) gmail.com 

 

Three ñneed-to-knowò things about your iPhone and your Mac. 

 

1) Back in June, the United States Government mandated that all cell 

phone companies provide a free emergency response system.  This 

system provides emergency information about major weather events, 

amber alerts, and messages from the President of the United States. 

 

While these messages will be few and far between, some users will 

not want these coming up for one reason or another. 

 

Fortunately, the iPhone makes it easy to turn off. Hereôs how: 

 

Go to [Configuration] > [Notification Center]. 

 

Scroll down all the way to the bottom until you see the Government 

Alerts section.  Toggle each alert that you wish to turn off. 

 

As we get older, our eyes start to give out.  It would be nice if there 

was a way for Safari to make a web siteôs text bigger or smaller. Well, 

there is! 

 

When on a web site, press [Command +] (bigger text) or [Command -] 

(small text). 

 

How to make a basic PDF file. 

  

Did you know that the Mac comes with a way to make a basic PDF 

file?  Itôs simple to do and has been in front of you all this time: 

(Continued from page 4) 

 

 

On a page that you wish to make into a PDF, press [Command]+[P] 

In the lower-left corner is a button that says ñPDFò. Click on that but-

ton. 

Select the ñSave as PDFò option 

A normal Save As window opens. Type the name of the PDF file. 

Click ñSaveò 

Thatôs it 

 

The other day, I needed a microphone for my Mac Miniôs radio sta-

tion. As Mac users know, there isnôt a ñrealò microphone port on the 

computer (yes, Windows users, you can make fun now). So, after 

doing some research, I found out that I needed an USB mic.   

 

I finally found one that is a very good little mic and was affordable.   

 

The Samson Meteor Mic is a medium-sized mic that plugs into any 

USB port.  Setting it up is a snap (but of course, itôs a Mac!) and I was 

up and running in no time. 

 

The Mic has a on/off switch, a built-in stand, and just looks neat on 

the desk.  

 

Information: 

 

* Large (25mm) diaphragm condenser for rich audio recording. 

* Cardioid pickup pattern. 

* Smooth, flat frequency response of 20Hz - 20kHz. 

* CD Quality sound. 

* Fold-back legs. 

* Sliver (pictured) or black. 

* Price: $149.00 (amazon.com Prime Members: $69.99). 

 

For more information, go to amazon.com and do a search on ñSamson 

Meteor Micò. 

 

Well, this will be my last article for 2013.  What a year it has been, 

and I am looking forward bringing you all of the happenings in the 

world of Apple in 2014. 

 

 

 

 

What to do if you think  

your email has been hacked 
John King, Contributing Editor,  

Golden Gate Computer Society 

July 2013 issue, GGCS Newsletter 

www.ggcs.org 

editor (at) ggcs.org 

 

The first thing to do if you worry about email hacking is to change 

your email account password to something more complex than 

123456. For best security, use a password such as Q*93im#&qrR-57$. 

Youôll never remember it and wonôt have any more email problems 

[insert snicker]. 

 

My Hotmail account was hacked a while ago. A human hacker or 

automated bot was indeed sending spam from my account on Hotmail. 

My local computer wasnôt involved. Everything was happening on the 

Hotmail computers. 

 

Spammers like to use other peopleôs email accounts to send spam 

because itôs free and makes the spam harder to block. After I changed 

(Continued on page 6) 

the end of the story 
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my weak Hotmail password to a stronger one, the spammer/bot could-

nôt access my account; and the problem ended. 

 

Alternatively, a spammer may be simply spoofing the return address 

of the spam using your email address to make the message less likely 

to be blocked. Thereôs nothing that you can do to stop that. You could 

stop using that email address, but the spammer can keep using it as the 

return address anyway.  

 

Fortunately, spam with your spoofed return address usually stops in a 

few days or weeks at the most. The spammer probably found your 

address without hacking your account, for example, from the address 

book of a friend, an intercepted email, etc. Nonetheless, changing your 

email password is still a good idea.  

 

If your email is a POP account, as opposed to a web mail account such 

as Hotmail or Gmail, the odds are higher that your computer has been 

hacked, which is a much larger problem. The best solution is to restore 

a backup system image made well before the hacking was suspected. 

The chance that you have a backup image to restore is as likely as the 

intruder putting money into your bank account, but this instance is 

when you want backups. Lacking a backup, you can thoroughly scan 

your system with several antimalware products in addition to your 

normal antivirus product. 

 

Again, you should change the passwords for your Internet Service 

Provider, router, and email, and be sure that your Wi-Fi network is 

protected with the highest level of security possible. People often hate 

passwords on computers; but if any computer on the network was 

hacked, all computers on the network should have logon passwords. 

Fortunately, protecting the network is enough in most cases.  

 

Personally, Iôd suggest you change your email password, scan your 

computer with your up-to-date antivirus software, and wait to see what 

happens. If possible, do not do any online shopping or banking until 

some time has passed to confirm that only your email was hacked. 

Also watch for any suspicious activity on credit card and bank ac-

counts.  

 

 

 

 

You Wonôt Believe Your (TV) Ears 

The Gadget Geezer 
By Les Goldberg, APR, Contributing Writer 

www.sunset-publishing.com 

www.examiner.com 

lgprman (at) gmail.com 

 

 

As a 70-year-old, I have trouble hearing my 

TV. There are no audio controls on the set 

itself, so I have to strain to listen to the dia-

logue when it is combined with background 

music.    

 

My doctors tell me that ñwhen you get to be 

your ageò it is common to experience what is 

called ñambient noiseò problems ï the inability 

to distinguish different sound sources and tones 

and block them out. It is like trying to listen to 

one person speak in a nightclub with loud mu-

sic, laughing and people shouting. 

 

(Continued from page 5) 

 

They said ambient noise is the same thing as background noise. You 

hear these terms used frequently when discussing devices with built-in 

microphones, such as Bluetooth headsets, computer headsets and 

webcams. The more ambient noise there is, the more difficult it can be 

to hear the caller. 

 

In my case, watching TV is frustrating since my wife, only four years 

younger, does not suffer from hearing loss and background noise does 

not bother her. When the sound level is fine for her, it is inaudible for 

me. 

 

My problem is only with the TV, so I wasnôt ready to explore hearing 

aids. What I found, however, was a product called TV Ears. 

 

Since I review all the products before considering them for this col-

umn, the manufacturer sent me a product to evaluate.    

 

I can safely tell you that of all the products I have reviewed over the 

years, TV Ears provided the most immediate improvement to my par-

ticular problem.    

 

How do they work? TV Ears is a wireless TV listening device that 

uses an infrared signal similar to that used in your television remote 

control. You donôt need to have a wireless router.    

 

Following the easy one sheet, easy-to-follow instructions, I plugged 

one end the audio cables into my cable box (or directly into your TV) 

and the other end into the headset base unit. Then I seated the headset 

into the base unit charger. 

 

When the green light on the charger came on, I put the headsetôs two 

ear pieces into my ears, turned down the sound on my TV and turned 

on the headset volume. I also adjusted the tone control to a comforta-

ble combination of treble and bass.     

 

Let me tell you, folks, the difference was amazing. With the help of 

the productôs ñvoice clarifying circuitryò technology, the manufactur-

erôs claims were unmistakably true: 

 

ñ(This technology) automatically manipulates the audio curve to in-

crease the clarity of television dialogue and decrease the volume of 

background sounds such as music and sound effects. The words seem 

to jump out of the sound track, making even whispers and accents 

understandable.ò 

 

Donôt like to wear headsets? TV Ears solved that problem, too. 

Weighing only two ounces, the headset is designed to rest under your 

chin, not on your head. It wonôt mess up your hair, it wonôt get hot 

and you can even watch TV lying down. The TV Ears tips adjust easi-

ly to your ears. 

 

One TV Ears customer wrote: 

 

"Just wanted to tell you that I have the latest and greatest hearing aid 

technology at a cost in excess of $4000. To watch TV, I take them off 

and use the TV Ears wireless headset. The hearing aids do not even 

come close to reproducing clear sound from the television as does the 

TV Ears product." 

 

TV Ears offers a variety of options, including a wireless speaker sys-

tem, a special device for use with hearing aids and a mobile system for 

travelers. 

 

Prices for TV Ears products range from $79.95 to $249. They are 

available at www.tvears.com or (888) 883-3277. 

 

 

the end of the story 
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Review: East-Tec Eraser 2014 
www.east-tec.com 

By Herb Goldstein, Columnist-The Computer Buffet,  

PC Monitor, Sarasota PCUG, Florida 

www.spcug.org 

pcugedit (at) Verizon.net 

 

It's a miracle! Yes, finding something on the internet can seem to be 

miraculous. But the actual miracle is no longer finding what you are 

looking for; it's finally completely getting rid of what you've found! In 

fact, getting rid of what you've found is the real miracle. Pound on 

your delete key all you will, take an oath it's gone and forgotten, and 

don't you know that some smart-aleck computer enthusiast will come 

along and make a liar out of you despite your fervent oath. 

 

Bringing back the text or photo you have vigorously deleted is not as 

miraculous as it may seem. The real miracle is how easy it can be to 

bring back from the dead. With surprisingly little effort your deleted 

item can be readily restored. Now if your restored text or photo hap-

pens to exist in any variety between embarrassing and deadly, you 

may wish you backed up your delete key with something that really 

did the job.  

 

East-Tec Eraser is the quintessential software for eliminating anything 

you really want to get rid of without worrying that it will show up 

unexpectedly because someone was able to restore it. What's more, it's 

easy to use and fool-proof. 

 

After an easy installation, East-Tec Eraser opens with a vertically 

placed menu bar the first item in which is Privacy Guard. Its purpose 

is to erase sensitive data you have gathered from Windows and the 

internet that was extracted without your knowledge or permission. It 

will not erase files you have saved or that are needed for normal oper-

ation.  

 

The Privacy Guard engages as the first and basic "hot" item in Eraser's 

menu and in my initial venture gathered a collection of 2,351 previ-

ously "deleted" files that had been originally quarantined by Malware-

bytes or Norton Utilities over a several year period among a collection 

of other files that I had long ago considered "gone forever". Well what 

do you know? There they were just sitting there unknown and out of 

reach to me, just waiting to be reclaimed by someone with the smarts 

to do it. With the click of a single button in Privacy Guard, one by one 

each of those 2,351 files was finally and finitely laid to rest by East-

Tec Eraser. 

 

Of course the object in the future would be not to wait until a few 

thousand of those files were accumulated, but to use Privacy Guard 

regularly on an ongoing basis which I will make it my business to do 

henceforth. Needless to say, before using Privacy Guard you need to 

be certain you are not erasing something you plan to possibly restore 

at a future time. This is a caveat that holds true for anything else you 

feed to East-Tec Eraser in one or another of its tools. The items select-

ed by Privacy Guard will conform to pre-chosen defaults. 

 

Button #2, Erase Files and Folders, allows you to indicate files or 

folders that you want to add to your erase list. You can specify certain 

criteria or otherwise drag and drop specific files or folders to this area. 

 

Button #3, Erase Deleted Data, ensures that previously deleted files 

are removed from specified drives on your computer beyond recovery.  

 

Button #4, Media Wiper, was designed to address all removable media 

devices up to 64 GB. It also has provisions for wiping entire disks or 

partitions. 

 

Button #5 cleans traces of your online activities at certain intervals 

which you specify. 

 

How does it all work? To the best of our judgment, East-Tec compe-

tently removed everything it boasted it was going to. We had the op-

portunity to put East-Tec Eraser through its paces in both Firefox and 

Chrome browsers. It worked equally well with both and can be ex-

pected to work similarly with other common browsers. Erasing the 

free space allocated to previously deleted files needs to be done while 

the computer is not in normal occupied usage. It takes plenty of time. 

 

East-Tec provides for very secure erasing that meets and exceeds the 

U.S. Department of Defense standards for the permanent erasure of 

digital information. If there is a caveat, it is in nomenclature. East-Tec 

provides for a free trial period for Eraser. You need to wring the soft-

ware out to make certain you are comfortable with its instructions, 

straightforward as they may be. It is very powerful software whose 

purpose is to readily, permanently and irretrievably erase. Not too 

much imagination is required to imagine problems that can result in 

improper use. While there is little really difficult in its usage, wisdom 

dictates caution. East-Tec helps by making a trial copy of Eraser avail-

able to you. It will also help convince you it is software you don't 

want to be without if you desire to maintain unrestricted control over 

what is available or not on your hard drive. 

 

As you would expect, whatever Eraser activities you may be employ-

ing at the moment need be during a period of time when your cyber-

activities are not otherwise occupied. Eraser helps by offering a sched-

uler to properly and conveniently plan the periods of time during 

which Eraser functioning will occur and prevent other computer or 

internet usage. 
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Well, now that I have your attention, let me tell you how you can ac-

complish this without any trickery or dishonesty. (Remember, 1TB is 

equal to 1,000 GB)  Wouldnôt it be nice to have all of your pictures, 

videos and documents available to you whenever and wherever you 

want it? Cloud storage is a great way to accomplish this. Cloud stor-

age is available from many sources like Skydrive, Google Drive, Sug-

arSync, Dropbox, etc. Some of these cloud services give you from 

2GB to 7GB of free storage and then you pay for additional space 

(Skydrive provides 7GB free). With over 100GB of pictures and more 

than double that amount of videos, this could run into quite an ex-

pense using one of the commercial cloud storage services. 

 

The cloud service Iôm suggesting is your own computer system with 

an additional external (or internal) 2TB hard drive. You donôt have to 

use a 2TB drive if you donôt need that much storage. Maybe you have 

an old 300 or 500GB hard drive around that would do the trick. The 

size of the drive is not that important. What is important is that the 

information on that drive will be available to you wherever you are. 

The software that makes this incredible benefit possible is called 

Teamviewer. Teamviewer is available for your PC, and the 

Teamviewer App is available for your smartphone and/or tablet; both 

the PC software and the App are free for personal use. (Though the 

(Continued on page 8) 
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App can work on a smartphone, a 4 or 5 inch display is really too 

small. If you try this on a smartphone, I think you will find that the 

objects you will want to control will be too small when you try to use 

your finger to select these objects. It really works well on a larger 

display, so I will be limiting my discussion to a tablet with at least a 7 

or 8 inch display. It works great on a 10 inch display.) 

 

For this arrangement to work, you install Teamviewer on your home 

computer, you install the Teamviewer App on to your tablet, and then 

you leave your home computer on whenever you want access to it and 

the hard drive. Because Iôve limited this to tablets, the tablet will have 

to be in reach of a Wi-Fi network because most tablets only have Wi-

Fi. Wi-Fi networks are typically found in many places such as homes, 

airports, libraries, Starbucks, Panera Bread, shopping centers, and 

some McDonalds.) If your tablet has cell phone capability then you 

donôt have this restriction. 

 

Teamviewer is a software package used for remote control, desktop 

sharing, online meetings, web conferencing, and file transfer between 

computers. It runs on Windows, Apple and Android operating sys-

tems. The basic features of Teamviewer are similar to Crossloop. (You 

might remember Crossloop from an article published in the Sarasota 

PC Users Group Monitor in Feb. 2010. The intent of that article was 

ñAssisting another member with a computer problemò, but if youôll 

remember it was stated that ñCrossLoop provides a quick, easy, and 

completely free way to give another member, a friend, or a relative, 

access to your computerò. This remote control feature is also part of 

Teamviewer, and Teamviewer has the App for tablets that allows 

these devices to act as remote controllers. As it says on the Teamview-

er website, ñTeamviewer allows you to control computers remotely 

via the internet, as if you were sitting right in front of themò. The 

home computer desktop appears on the tablet and you can interact 

with your home computer by using various touch-screen gestures to 

control the home computer and its software. Just start Windows ex-

plorer on your tablet with a double tap, (once your home computer 

desktop appears on the tablet) and then navigate to the Drive you have 

designated as ñCloud Storageò, and navigate to the folders and files of 

interest. To show a picture, just double tap on the file in question. You 

can even start a video or music and it will be streamed to your tablet, 

for your enjoyment. (The video will only be acceptable if you have a 

fast uplink at home.) 

 

To download Teamviewer for your computer, just go to 

www.teamviewer.com and click on the Download button. To down-

load the Teamviewer App for your Android tablet, just go to the 

Google Play Store and touch the Magnifying Glass to search for 

ñTeamviewerò, and then download the App. The Teamviewer App 

logo is as shown here: 

 

    Teamviewer Logo 

 

After Teamviewer has been installed on your PC, start it and 

you will be presented with a window that gives you a ñYour IDò and a 

ñPasswordò for this Computer. This ID is what you will need when 

you are attempting to remotely control this PC. (The ñPartner IDò 

would be used if you were going to attempt to control another PC 

from this PC. That might be the subject of another article.)  The last 

item needed is the ñPersonal Passwordò. You can use the ñSetup unat-

tended accessò wizard by clicking on the pencil icon in the Personal 

Password box, or you can just assign a personal password by entering 

a password that you desire into the Personal Password box. I would 

suggest you use the wizard, at least the first time. Once you have the 

Personal Password setup you are ready to allow remote control, or 

Unattended Access, as the wizard calls it. 

 

(Continued from page 7) 

 

 

Teamviewer on the PC 

 

The last thing to do is set up the tablet for remote control, or 

ñunattended access of the PCò. After the Teamviewer App is installed 

on the tablet, start it by tapping itôs icon. This will bring up the 

Teamviewer remote control screen. Enter the ñYour IDò number that 

was assigned to your PC and tap Remote Control. Teamviewer will 

make a connection with your PC and display an Authentication win-

dow (if it doesnôt, your tablet may not be on the Wi-Fi network). Enter 

your ñPersonal Passwordò into the password box and tap OK. The first 

time this is done you will see a screen of Touch interactions as a pri-

mer for tablet control; just tap Continue (and check the ñDonôt show 

this dialog againò if you donôt want to see this screen again.)  After 

you tap Continue, your PC desktop will appear on your tablet. There is 

a box on the bottom right that indicates you are using Teamviewer; 

flick the box to the right so it will be out of your way. Now you can 

operate your computer just as if you were sitting in front of it. The 

only difference is that there is no keyboard, but you can use the tablet 

virtual keyboard by taping on the keyboard icon on the bottom to-

wards the left, whenever it is needed.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Tablet showing the PC Desktop 

 

Now to get to your data, just open the Windows Explorer and navigate 

to the drive and open any of the folders and files that are now part of 

your 2TB cloud storage. Make sure you close everything and save any 

changes you made before leaving Teamviewer. To leave Teamviewer 

and close the connection, tap the big X on the bottom left, and then go 

back to your home screen.  

 

Now, how is that for 2TB of cloud storage with no monthly storage 

charge? 

(Iôd like to thank Dennis Russell, a student in my Android Tablets 

class, for making me aware of Teamviewer.) 
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